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****************** START CHANGE ***************
[bookmark: _Toc20150177][bookmark: _Toc27846983][bookmark: _Toc36188114][bookmark: _Toc45184021][bookmark: _Toc47342863][bookmark: _Toc51769565][bookmark: _Toc114665602]5.35.2	5G System enhancements to support IAB
In IAB operation, the IAB-UE interacts with the 5GC using procedures defined for UE. The IAB-node gNB-DU only interacts with the IAB-donor-CU and follows the CU/DU design defined in TS 38.401 [42].
For the IAB-UE operation, the existing UE authentication methods as defined in TS 33.501 [29] applies. Both USIM based methods and EAP based methods are allowed, and NAI based SUPIs can be used.
The following aspects are enhanced to support the IAB operation:
-	the Registration procedure as defined in clause 4.2.2.2 of TS 23.502 [3] is enhanced to indicate IAB-node's capability to the AMF;
-	The IAB-node provides an IAB-indication to the IAB-donor-CU when the RRC connection is established as defined in TS 38.331 [28]. When the IAB-indication is received, the IAB-donor-CU selects an AMF that supports IAB and includes the IAB-indication in the N2 INITIAL UE MESSAGE as defined in TS 38.413 [34] so that the AMF can perform IAB authorization.
-	If an IAB-node is mobile, it provides a mobile IAB-indication to the IAB-donor-CU when the RRC connection is established as defined in TS 38.331 [28]. When the mobile IAB-indication is received, the IAB-donor-CU selects an AMF that supports IAB-node with mobility and includes the mobile IAB-indication in the N2 INITIAL UE MESSAGE as defined in TS 38.413 [34] so that the AMF can perform mobile IAB authorization.
-	the UE Subscription data as defined in clause 5.2.3 of TS 23.502 [3] is enhanced to include the authorization information for the IAB operation including support of mobility;
-	Authorization procedure during the UE Registration procedure is enhanced to perform verification of IAB subscription information including support of mobility;
-	UE Context setup/modification procedure is enhanced to provide IAB authorized indication to NG-RAN.
After registered to the 5G system, the IAB-node remains in CM-CONNECTED state. In the case of radio link failure, the IAB-UE uses existing UE procedure to restore the connection with the network. The IAB-UE uses Deregistration Procedure as defined in clause 4.2.2.3 of TS 23.502 [3] to disconnect from the network.
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****************** NEXT CHANGE ***************
5.35.4	Mobility support with IAB
For UEs, all existing NR intra-RAT mobility and dual-connectivity procedures are supported when the UE is served by an IAB-node except for the cases of NR satellite access. However, in this release of the specification, there is no system level support of service continuity for a UE served by an IAB-node when the serving IAB-node changes its IAB-donor-CU.
5.35.4a	Mobility support of mobile IAB
If an IAB-node is mobile, the IAB-node provides specific indication to IAB-donor-CU and AMF as specified in clause 5.35.2. After the IAB-UE performs registration procedure in 5GS, further mobility procedure can be performed to change the IAB-donor-DU, the IAB-donor-CU as specified in TS 38.401 [42].
For the UE connected to 5GS via the mobile IAB-node and moves together with IAB-node, there is no impact on UE states and services if the IAB-node moves without changing the IAB-donor-CU. If the IAB-node moves with changing of IAB-donor-CU, the full migration procedure defined in TS 38.401 [42] is applied. For the UE moves away from the current mobile IAB-node, normal CM-IDLE mode or CM-CONNECTED mode mobility procedure is applied.    
Editor’s Note: the details of full migration procedure is FFS and needs further coordination with RAN WGs. 
****************** NEXT CHANGE ***************
5.35.x	UE accessing mobile IAB-node control
In network with mobile IAB-node deployment, the UE access control to mobile IAB-node is based on CAG, Closed Access Group, identifier as specified in clause 5.30.3.2.
The mobile IAB-node is configured with the CAG identifiers and broadcasts the CAG identifiers in the cells covered by the mobile IAB-node. 
NOTE 1:	A PLMN can define number of CAG identifiers for mobile IAB-node based on the services provided by the mobile IAB-nodes (e.g. public transport service, public safety service).
To control the UE access to the services provided by the mobile IAB-nodes, the UE and network apply the handling of CAG identifiers as specified in clause 5.30.3.3 for UE subscription, configuration and storage aspects and 5.30.3.4 for network and cell (re-)selection and access control. To support the emergency service via mobile IAB-nodes, UE and network behave as specified in clause 5.30.3.5
Time duration restriction and location restriction may be provided together with CAG identifiers in the UE subscription and applied during configuration, storage, network and cell selection and access control. 
****************** END CHANGES ***************

